
Welcome to the October CARE Meeting

Topic:  Community Resources



Domestic Violence 

Awareness Month

Ms. Beatriz Seales-Tealdi

Family Advocacy Program Manager (acting)

beatriz.e.seales-tealdi.civ@mail.mil

706-545-7594

To report domestic violence or child abuse 
call: 762-408-4076



Family Advocacy Program

Domestic Violence Awareness Month

For more information please go to: https://benning.armymwr.com/programs/army-community-services6

https://benning.armymwr.com/programs/army-community-services6


For more information please go to: https://benning.armymwr.com/programs/army-community-services6

Family Advocacy Program

Domestic Violence Awareness Month

https://benning.armymwr.com/programs/army-community-services6


BBB Tips on
Cyber Security

Better Business Bureau Contacts 
Website: BBB.org 

Phone: 706-507-9914
Michele Mason, 

Senior Vice President 
mmason@centralgeorgia.bbb.org



Better Business Bureau and the National Cyber 
Security Alliance offer tips to help secure the 
privacy of your critical information:
• Share with care. What you post can last a lifetime, so think about who will

see your posts and photos, how they will be perceived, and what
information they reveal about you.

• Own your online presence. Set the privacy and security settings on web
services, social media and devices to your comfort level for information
sharing. It’s OK to limit how and with whom you share information.

• Value your personal information. Think of your personal information like
money: value and protect it. Be careful what sites you visit and be sure you
are on a legitimate site before entering personal information.

https://www.bbb.org/
http://www.staysafeonline.org/


• Watch out for unexpected communications: Be especially wary of 
communications that implore you to act immediately, offer something 
that sounds too good to be true, or ask for personal information.

• Make your passwords long and strong. Use long passwords with a 
combination of upper and lower case letters, numbers, and symbols –
eight characters for most accounts, twelve characters for email and 
financial accounts. 

• Don’t use the same password for multiple accounts. This is especially 
important for email and financial accounts. Keep a paper list of your 
passwords in a safe place, not on or near your computer. Consider 
using a password vault application.



• Lock down your login. For your online accounts, use the strongest authentication tools available. 
Your user names and passwords are not enough; consider two-factor authentication for key 
accounts like email, banking, and social media, especially for access on mobile devices.

• Don’t click on unfamiliar links. Whether at home or at work, don’t click on links from unfamiliar 
sources or unexpected correspondence. One false click can infect a whole computer… or a whole 
business. Also be careful about the websites you visit. 

• Look for the “S”. When you’re browsing the web or shopping online, check to see if the 
site you’re looking at is a legitimate with these tips. Then, look in the upper left-hand 
corner of your web browser for https://, This indicates a website is protected by an extra 
layer of encryption known as Hypertext Transfer Protocol Secured. If you are entering 
personal or financial information into a website, make sure https is present. On cell 
phones, you should see a closed lock just before the url.

• Pay attention to your Internet of Things devices. Smart thermostats, voice control systems, cars, 
even refrigerators are just the beginning of the growing list of devices that watch our homes and 
track our location. Read the privacy policy and understand what data is being collected and how it 
will be used. 

• Be sure to cover your laptop camera when it’s not in use. Hackers have been known to access 
cameras and record individuals without their awareness. 

https://www.bbbmarketplacetrust.org/story/39287014/identifying-a-secure-website-part-ii


• Lock Your Computer and Log Out of Social Media. In your office, do you ever step away from your computer 
to get up to take an extra-long lunch break? At home after a long day, do you ever log in to check your email 
and social media, get up to watch Netflix, and fall asleep on the couch? Take some extra precautions and 
lock your computer when you’re away from your desk at the office and make sure to log out of your 
accounts when you’re done browsing on your desktop computer at home. These may seem like small steps, 
but these actions are easy preventative measures you can take to prevent a bad actor from stealing your 
data or compromising your identity.

• Delete Old Apps. Is there a dating app you downloaded last year that you don’t use anymore, or an app that 
provided you with some new recipes that you stopped using? Even though you don’t use them anymore, 
these apps might be collecting data about how you use your device in the background. Declutter your life 
and delete old apps to help maintain your privacy.

• Be Wary of Public Wi-Fi. Generally speaking, public Wi-Fi is riskier than your Wi-Fi at home or in your 
office. When you connect to public Wi-Fi, make sure the network is password protected and the websites 
you visit are encrypted with https. Otherwise, wait till you’re home. Click here to learn more about staying 
safe when you use public Wi-Fi networks.

https://www.consumer.ftc.gov/articles/0014-tips-using-public-wi-fi-networks#assume


Parents Monitor Your Child’s Online Activity
• Creating accounts on websites without permission: Social media sites are ripe with strangers with intentions that may be 

quite different than yours. Many sites are designed to collect and sell unauthorized user details and behaviors to 
advertisers looking to engage in targeted marketing. When creating an account, some kids may falsely create a birthdate 
to meet the minimum age requirement. Know what your child is doing online and keep track of the social media sites and 
accounts to which they have access.

• Contests and giveaways: Contests and giveaways often collect a hefty amount of personal information on their entry 
forms. Many are thinly disguised ways of collecting personal or financial information that could lead to identity theft. Make
sure your child doesn’t have access to banking or credit card information and supervise the filling out of any forms.

• Phishing: Adults are not the only ones who receive spam and junk mail. Kids often get junk mail, and since they don't have 
much online experience, are more likely to be susceptible to click on links and answer questions they probably shouldn't. 
While some emails may be legitimate, the last thing parents want, or need, is a $500 bill from a fraudulent website where 
a purchase may have been made- or worse, giving up personal information that can be tracked back to your home.

• Understand apps. Certain apps might collect and share personal information about your child or target your child with 
ads. Even free apps may include paid features, and children may not understand that some apps or game features cost 
money, since they were labeled as free to download. They may click on these so-called free games and end up costing 
parents or guardians a hefty bill at the end of the month.

• File sharing sites: Many websites allow children to download free media. What they may not know is these sites often 
come with the risk of downloading a virus, allowing identity thieves to access the gaming device, personal computer or 
even cell phone that’s being used. From there, the cyberthief can track financial transactions, physical location or even tap
into the household wifi without anyone knowing it.





National Infantry 

Museum

Ms. Alexis Belham

Director of  Youth Programs

Campdirector@nationalinfantryfoundation.org

706-685-2614



MUSCOGEE COUNTY 

SCHOOL DISTRICT

MAGNET SCHOOLS

Darlene Register

Military Student Coordinator

Register.Darlene@muscogee.k12.ga.us

(706)748-2254

mailto:Register.Darlene@muscogee.k12.ga.us


HISTORIC WESTVILLE
WHERE HISTORY COMES ALIVE

3557 South Lumpkin Road, Columbus, GA 31903   westville.org

Stephanie Gore
Education Director
706-507-5819



Visit and Volunteer 

Curation

Events

Interpreter

Tour Guides 















USO Fort Benning will offer service members and their families a place to connect, 
refresh, unite and strengthen bonds through family-oriented programming tailored to 

enhance resilience, emotional and mental wellness, and morale.

Recognizing that engaging programming can connect, unite and strengthen families, we offer programs like the Bob 
Hope Legacy Reading Program, which helps military kids and families stay connected through reading. 

Our monthly Coffee Connections gatherings allows spouses to relax in a comfortable setting, share local and 
community events, network with other spouses, and have friendly conversations over a cup of coffee and pastries.

Weekly healthy lifestyle programs like our Easy Weeknight Meals teaches families how to prepare quick and healthy 
meals designed by dieticians and nutritionists. Through utilization of our commercial-grade kitchen, we are able to 
demonstrate cooking skills, as well as helpful tips and tricks.

Volunteer Opportunities, 
Programming, events and services 
that augment or enhance existing 
opportunities offered on the 
installation.

Free internet access for education 
opportunities, a comfortable place to 
read a book, or just a quiet place to 
relax. 

A location to host special events and 
programs like Deployment Briefs, 
FRG, COR and COC Receptions, ETC

What else does the USO Fort Benning Center offer?

Regina Wages   *  USO Director  *  843-224-2241 Cell



Offers personalized services to 
connect service members and 
military families to opportunities and 
resources in their future 
communities, wherever they may be.

Transition Specialists work individually with service 
members and military spouses throughout the 
transition lifecycle. 

Transition Specialists are USO employees that work with service members and military family members to develop 
tailored Action Plans around 8 focus areas. 

Employment Readiness

Financial Readiness

Volunteerism

Education

Veterans Benefits

Family Strength & Wellness Legal

Housing

Through free one-on-one support, a USO Transition Specialist will work to develop a personalized Action Plan  that will provide all applicable 
resources that will make a person’s transition successful. All of the provided resources are free of charge and from reputable organizations. These 
services are provided to:

1. Transitioning or Recently Transitioned Active Duty Service Members (12 months prior to separation – 12 months after separation)

2. Military Spouses (at any time during their Service Member’s career)

3. National Guard and Reserve Components  (at any time during their career)

*Active Duty – 12 Months prior to separation – 12 months 
after separation.

Nicole Applegate
Transition Specialist
912-498-7159- Cell



Next CARE Meeting:  

Tuesday, 3 November 2020
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Martin Army Community Hospital



The Villages of Benning

For more information please go to: https://www.villagesofbenning.com/



Commissary 



Public Affairs



RELIGIOUS SUPPORT OFFICE
Sr. Command Chaplain – CH (COL) Dawud Agbere 

Office # - (706) 545-2289
dawud.a.agbere.mil@mail.mil

Garrison Chaplain – CH (LTC) Michael Patterson 
Office # - (706) 545-3964

michael.w.patterson.mil@mail.mil

CHAPEL RE-OPENINGS

Main Post Chapel Sightseeing Road Chapel
0900 Catholic 1030 Gospel
1100 Crossroads Protestant

Airborne Chapel Kelley Hill Chapel
0830 Protestant 1100 Spanish Catholic



Fort Benning, Home of the MCoE 

Maneuver Center of Excellence - Team of Soldiers, Families, and Civilians from the Best Army in the World!

OCT
CARE

SIGACTS

1



Fort Benning, Home of the MCoE 

Maneuver Center of Excellence - Team of Soldiers, Families, and Civilians from the Best Army in the World!

OCT - NOV

2

• 8 Oct MCoE CSM COR

• 9-12 Oct Columbus Day TNG/FED Holiday

• 13-16 Oct AUSA Annual Convention

• 20 Oct Monthly Retirement Ceremony

• 23 Oct Rangers In Action Demonstration

• 29 Oct Golf Scramble

• 31 Oct Halloween(T)

• 1 Nov Daylight Savings Time

• 3 Nov Election Day

• 11-12 Nov Veterans Day FED/TNG Holiday

• 17 Nov Monthly Retirement Ceremony

• 18 Nov German/Italian Memorial Day Ceremony

• 26-27 Nov Thanksgiving FED/TNG Holiday




